
Cybersecurity Resources  

As a Great American policyholder, you can take advantage of the following 
resources included in your insurance program to help manage risk and 
minimize loss.

We have dedicated staff on-call and available to support your cyber risk 
management needs varying from policy questions, process assistance and 
technology domains. Our team is equipped to assist with:

Incident Response Planning: Ensuring your organization is prepared 
to respond swiftly and effectively to cyber threats.

Business Impact Analysis: Identifying critical operations and 
assessing the potential impact of disruptions.

Cyber Hygiene Analysis: Evaluating and improving your organization’s 
security posture through best practices and risk assessments.

Additional Loss Control Tools

        SecurityScorecard is a continuous scan that assesses an organization’s 
security from an outside viewpoint and assigns a letter grade based on 
potential cybersecurity risks. SecurityScorecard has found that organizations 
with an F rating are 13.8x more likely to sustain a breach than those with 
an A rating. We assist policyholders with attack surface management and 
monitor for emerging risks that could lead to a successful cyber expert.

         eRiskHub is a web-based toolbox that provides a library of resources 
to help insureds understand cyber related exposures, incorporate risk 
mitigation techniques into their response plan, and potentially minimize the 
effects of a breach.

ABIRA Security tailors cyber risk management solutions for your business needs 
to enhance support for policyholders and empowers you with confidence. 

Online Resources

Questions about accessing 
these resources? Contact us!

Complete program information:  

Elisabeth Dubois 
518-949-0127
EDubois@wrightinsurance.com

For Cyber Loss Control  
Enrollment:  

cyberlosscontrol@gaig.com

Cyber Loss control consultation services are provided by Great American Insurance Company and its affiliates to assist management of insured firms in 
fulfilling their responsibilities for the control of potential loss producing situations involving their information technology and/or operations. The information 
provided is intended to provide guidance and is not intended as a legal interpretation of any federal, state or local laws, rules or regulations applicable to 
your business. The cyber loss control information provided is intended only to assist policyholders in the management of potential loss producing conditions 
involving their information technology and/or operations based on best practices around cybersecurity controls. In providing such information, Great 
American does not warrant that all potential hazards or conditions have been evaluated or can be controlled. It is not intended as an offer to write insurance 
for such conditions or exposures. The liability of Great American Insurance Company and its affiliated insurers is limited to the terms, limits and conditions 
of the insurance policies underwritten by any of them. Great American Insurance Group, 301 E. Fourth St., Cincinnati, OH 45202. 5598-CBR (06/25).




